Table 2.  Credibility Issues to Address in Using M&S to Support T&E.

(from Guidelines: Use of M&S to Support T&E dated 29 Feb 2000)

M&S credibility is a combined impression of the inputs, processes, outputs, conclusions, persons or agencies involved, and the strength of the evidence presented.  These questions should be asked, or be prepared to answer, when M&S is used to support T&E.

A.  Verification, Validation, and Accreditation (VV&A) Related Issues.

1.  Has the M&S gone through a similar approved process to establish its credibility?

2.  Were M&S results compared with combat, field test, & other M&S?  If so, what were results?

3.  What have the M&S results been validated against?

4.  What are the availability, date, and source of data?  Are data available to support system requirements?  If not, what assumptions will be made?  How will critical variables be represented?  Is there imbedded data in the M&S?  If so, are those variables documented and is the data defined?  Who has reviewed and certified the use of the data for the study? 

5.  How robust are the results on operational capability and supportability?

6.  Who built the M&S?

7.  Who certified the M&S data inputs?

8.  Who certified the tactics/scenarios or changes to existing scenarios?

9.  Who did the M&S verification and validation?

    10.  What implicit and explicit assumptions were made?  What are the M&S limitation(s)?

    11.  Is there sufficient M&S documentation, its assumptions, data requirements and methodology?

    12.  What sensitivity analyses have been performed?

    13.  How far has the M&S been pushed to extremes and how has it performed?  Has the M&S

           domain been established?

    14.  What field test results have been fed back into the M&S for validation?

    15.  Is there a documented audit trail of data, methodology and code changes, and scenario

           changes?  Will it provide traceability of critical decisions?

    16.  Who maintains the M&S?

    17.  What is the source of threat data?  Is it consistent with data used in other analyses?  What is the

            source of threat (RED) tactics used in the scenario?

    18.  What variables of the operational environment are not represented in the M&S?

B.  Evaluation/Study Concept Related Issues.

1.  Why was M&S used in lieu of testing?  What specific issues are to be addressed by the M&S?

2.  Was M&S discussed in the TEMP?

3.  Did the simulation accurately reflect the system requirement or available DT test data?

4.  What is the linkage, if any, between DT, OT, and M&S?

5.  Why was this particular M&S chosen?  What was it designed to do?  What are its

     strengths/weaknesses?  Where has it been used before?

6.  Is there adequate funding to support the M&S?  By whom?  Is the M&S cost‑effective?

7.  What elements of M&S should be confirmed by operational testing?

8.  Were excursions conducted on critical variables and system parameters?  If so, why and what

            were they?

9.  What impact (if any) did the M&S excursions have on the evaluation?

    10.  What is the degree of independence of modelers with respect to the program office, materiel

           developer, and system contractor?  If the M&S developer is associated with the program office,

           who conducted the independent assessment of the M&S applicability? 

    11.  Has this M&S been used by the developer of the weapon system under test or being acquired?

           What were the results?

    12.  Who is expected to use or operate the M&S?

    13.  Can the M&S be designed, built and/or modified faster and/or cheaper than the system it

           represents?

    14.  If multiple M&S are used, what are the linkages?  What are the data structures?

